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Verification Under DSCSA - Regulatory and Business

DSCSA Verification Requirements
● Receive and respond to verification requests
● Verification requests may be for:

○ Saleable Returns 
○ Suspect or Illegitimate Product Updates 

● Verification systems must support industry standards 
● Verifications check 4 data elements on the             2D 

barcode
○ GTIN
○ Serial Number
○ Lot Number
○ Expiration Date
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Verification Under DSCSA - Regulatory and Business

Business Rules and Requirements: 
Flexibility for VRS Responders to set their own rules

● Error messaging can be general or detailed
● Expiration Date: Day may be included or excluded
● Responders may determine what qualifies a product as illegitimate 

or suspect 
● Responders may determine if illegitimate or suspect status is shared
● Responders may determine if a recalled or expired product returns 

as valid or invalid
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What is a Verification Router Service?

Creates and submits 
verification requests

Wholesale Distributor
Dispenser

Requestor Responder

Provides responses for 
specific GTINS

Manufacturer

Lookup Directory

Operates as a phone 
book for GTINs, linking 
the requesting system 
to the right responder
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The Relationship Between Verification & Master Data

● Saleable returns verification will require 
access to product GTINs

● GTINs must be accurate to ensure 
proper lookups

● Incorrect or missing GTINs will result in 
wholesaler delays

● Manufacturers may receive wholesaler 
penalty fees for missing or inaccurate 
GTIN information

1

Scan the saleable 
return data matrix 
code 2

Retrieve GTIN 
from bar code

3
Look up master data 
and verification 
service location

4

Send verification 
request and 

receive results
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Verification Router Service (VRS) Network Standard

Manufacturer
(Responder)

Distributor
(Requester)

Serialized 
Product Serialized 

Product

Dispenser
(Requestor)

Verification 
Request

Verification 
Response

 VRS

Manufacturer populates 
with GTIN, identity, and 

connectivity 
information.

 VRS

The GTIN in the 
request acts as a key to 

determine where to 
send the request

Product 
Master Data

Product is returned to 
saleable inventory 

after successful 
verification
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Product Information Manager Verification 
and Master Data Sharing

1 All companies are verified before defined on the 
TraceLink Network

2
Manufacturer publishes GTIN and product master data to 
Product Information Manager. Rules defined in PIE are 
applied

3 Manufacturer publishes GTIN/SN/Lot/Expiry to Product 
Information Manager. Rules defined in PIE are applied

4 GTIN information synchronized with other industry lookup 
directories.  

5 GTIN and product master data is pushed to subscribed 
wholesalers and dispensers

6 In-Network verification request received from TraceLink 
customer is authenticated and processed

7 Out-of-network verification request received from third 
party VRS is authenticated and processed

Master Data 
Repository

Serialization 
Repository

PIE

Business 
Rules 

Applied

Product 
Information 

Manager
(PIM)

PV & MDS

PIM
MD

SN/Status
Repository

Manufacturer

Wholesaler/
Dispenser

3rd Party VRS

Non- 
TraceLink 

Wholesaler/
Dispenser

1

2

3

4

5

6

7

5

GTIN/SN/
LOT/Expiry

Product
Master
Data

Look Up Directory
Synchronization

GTIN & Product MD

GTIN & Product MD

In Network Request /
Response

Out of Network
Request / Response



8

Current Industry Status - VRS System
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Current Industry Status - VRS System
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Industry Updated to GS1 Lightweight Verification Messaging Standard  R1.3
• Extended expiry and illegitimate status added as an additional information field
• Possession requirement enforced for requestors
• Verification context field added for requesters to indicate reason for the request
• Contact information required in all requests and responses

Current Industry Status - Industry Support

Over 50 test cases developed and 
executed between TraceLink and 
other VRS providers to ensure 
functionality is fully interoperable 
prior to release in July 2023
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Key Learnings

PEOPLE

PROCESS TECHNOLOGY

PEOPLE

● Collaboration is key!

● Feedback, feedback and more feedback!

● Stay informed on changes

Standards

● Workgroups are key! 

● Everyone must be on the same version

● Little room for differences in interpretation 

TECHNOLOGY

● Verification Router Service (VRS) 

● Authorized Trade Partner (ATP) Credentials 

● Master Data Exchange
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Recommendations

N
o 

Ve
rif

ic
at

io
n 

N
et

w
or

k • Review business processes 
for how to handle 
verifications 

• Ensure you have the staff 
to support such requests 

• Look at implementing a 
VRS system 

H
as

 V
er

ifi
ca

tio
n 

N
et

w
or

k • Ensure VRS has been 
tested and is live 

• Ensure staff is trained on 
how to handle verifications
o Failed and Successful 

• Create SOPs for when 
verifications are performed
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Questions?


